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1
Discussion

According to the SP-170801, the Cellular IoT support and evolution for the 5G System as a very important feature is studied in the R16 which allows 5G CN to enable CIoT functionalities in 5G system based on different kinds of use cases/ services for CIoT and support a smooth migration from EPC to 5G. So the key issues for 5G CIOT need to be categorized and defined based on the 5G service requirements for IoT as described by SA1 in TS 22.261.
The key issue on small data transmission has been described in S2-180326. This contribution proposes a solution for infrequent small data transfer via control plane and UPF.
2
Proposal

It is proposed to update TR 23.724 as follows:
* * * Beginning of Changes * * *
6
Solutions

6.X
Solution X: Infrequent small data transfer via control plane and UPF
6.X.1
Introduction
This solution applies to the 5G system to address the Key Issue X "Support for infrequent small data transmission". Such solution is based on data transfer via control plane and UPF and its architectural model depicted in the Figure 6.x.1-1.

[image: image1.emf]UE

N11

N6

N2

AN

AMF SMF

UP DN


Figure 6.x.1-1: Architecture model for infrequent small data transfer via control plane and UPF - non-roaming case

6.X.2
Functional Description

The high level principles are as follows:

· After UE registers with the network, the network sets up the UE SM context initiated by the UE requested PDU session establishment procedure via NAS signalling.
· When MO data needs to be transferred, the UE sends the data and PDU session ID to the AMF via NAS PDU. After integrity check and decryption, the AMF determines corresponding SMF information associated with PDU session ID based on UE context and sends the PDU data to the UPF via SMF. The UPF forwards the PDU data to the DN.
· Similarly, when MT data needs to be transferred, the DN provides such PDU to the AMF via UPF and SMF. The AMF then pages the UE if AMF has no association on which AN node that the UE camps on. After the UE is successfully paged, the AMF delivers the data as a NAS PDU.
· This solution applies to both IP and non-IP based data transfer.
6.X.3
Support of interworking

Editor's note: This clause describes how EPC-5GC interworking is supported in this solution.
6.X.4
Procedures

6.X.4.1
PDU Session Establishment (Non-roaming)

The high-level procedure of PDU Session Establishment in non-roaming scenario is depicted in the Figure 6.x.4.1-1.
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Figure 6.x.4.1-1: PDU Session Establishment (Non-roaming)

The procedure assumes that the UE has already registered on the AMF as described in the clause 4.2.2.2 of TS 23.502 [XX]. The AMF has already retrieved the user subscription data from the UDM.
1.
From UE to AMF: NAS Message (DNN, PDU Session ID, N1 SM container (PDU Session Establishment Request)).
2.
The AMF selects a proper SMF and stores an association of the PDU Session ID and the selected SMF ID in UE context.
3.
From AMF to SMF: Nsmf_PDUSession_CreateSMContext Request (SUPI, DNN, PDU session ID and N1 SM container (PDU Session Establishment Request)).

4.
The SMF registers with the UDM and gets the Session Management Subscription data and subscribes to be notified when this subscription data is modified.

5.
From SMF to AMF: Nsmf_PDUSession_CreateSMContext Response.

6. 
Step 6 to step 9 of the PDU Session Establishment in Figure 4.3.2.2.1-1 of TS 23.502 [XX] are performed.
7a.
The SMF initiates an N4 Session Establishment procedure by performing UPF selection and allocate IP address for the UE.


If the DNN provided by UE associates with non-IP data delivery service, the UE need not be involved in the procedure of IP address allocation.
7b.
The UPF acknowledges by sending an N4 Session Establishment Response. 

8.
The SMF to AMF: Namf_Communication_N1N2MessageTransfer (PDU Session ID, N1 SM container (PDU Session Establishment Accept)). 

9.
The AMF to AN: N2 PDU Session Request (NAS message (PDU Session ID, N1 SM container (PDU Session Establishment Accept))). 

10.
The AN forwards the NAS message (PDU Session ID, N1 SM container (PDU Session Establishment Accept)) received in step 9 to the UE.
6.X.4.2
MO data transport via control plane

The high-level procedure of mobile originated data transport via control plane is depicted in the Figure 6.x.4.2-1.
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 Figure 6.x.4.2-1: MO data transport in NAS PDU 

It is assumed that the UE is registered with the network and a PDU session is established.

1.
The UE sends an integrity protected NAS PDU to the AMF via AN node. The NAS PDU carries the uplink PDU data, PDU session ID and an indication indicating that the NAS message is for small data transporting.

2.
The AMF checks the integrity of the incoming NAS PDU and decrypts the PDU data. 

3.
The AMF determines the SMF based on the UE context and sends N11 message to the SMF including the PDU data and PDU session ID.

Editor's note: Whether a new service operation of SMF (e.g. Uplink data transfer service) needs to be defined to replace the N11 message carrying PDU data is FFS.

4. The SMF sends the PDU data to the UPF according to UE context using a N4 message.

5. The UPF forwards the PDU data to the DN.

In case the PDU data is non-IP packet, the UPF shall encapsulate the PDU data into an IP packet. The source IP address should be set as the IP address of the UE.
6.X.4.3
MT data transport via control plane

The high-level procedure of mobile terminated data transport via control plane is depicted in the Figure 6.x.4.3-1.
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Figure 6.x.4.3-1: MT data transport in NAS PDU
1.
The AS in the DN sends a DL PDU data, e.g. acknowledgement packet to the UPF.

2.
The UPF forwards the DL PDU data to the SMF using a N4 message. 
For non-IP type PDU session, the UPF removes the IP header of the DL IP packet. In case UE context does not exist in the UPF, the UPF drops the DL PDU data.
3.
The SMF forwards the DL PDU data to the AMF by invoking Namf_Communication_N1N2MessageTransfer (PDU Session ID, PDU data).
4.
If the AMF has no association on which AN node that the UE camps on, the AMF will buffer the downlink data and sends paging message to AN nodes. Then the UE is paged by the AN nodes. Otherwise, step 4 and step 5 are skipped.

5.
Upon reception of paging indication, the UE responses to the AMF via AN node.

6.
The AMF performs integrity protection and encryption to the DL PDU data.

7.
The AMF sends DL PDU data to the AN node using a NAS PDU carried by a N2 interface message.

8.
The NAS PDU with DL PDU data is delivered to the UE by the AN node.
6.X.5
Impacts on existing entities and interfaces

The following nodes are impacted:

AMF: 
-
Invoke the uplink data transfer service of SMF to send the PDU data received from UE.

SMF:
-
A new uplink data transfer service of SMF need to be defined.
* * * End of Changes * * *
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